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This report – “EU Best Practices in Fighting Wildlife Crime Linked to the Internet” – was drawn up by the INTERPOL Environmental Security Programme (ENS) as a product of the EU Wildlife Cybercrime Project to compile existing best practices from European Union (EU) enforcement authorities and other relevant agencies regarding the methods and tools used to investigate wildlife crime linked to the Internet.

The purpose of this report is to raise awareness among EU Member States about the methods used to fight wildlife crime linked to the Internet and, accordingly, assist them in scaling up their efforts to address this crime trend. Where appropriate, Member States are encouraged to make full use of the Report in their investigations of cases of wildlife crime linked to the Internet in accordance with EU Directives. At the same time, the report also contributes towards Decision 18.84 paragraph a) adopted by the 18th Conference of the Parties to CITES (CoP18) regarding best practices and model domestic measures for addressing wildlife crime linked to the Internet.
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Transnational organized criminal groups exploit wildlife across the globe, threatening protected species, affecting vulnerable communities, undermining national economies, jeopardizing food security and, most notably, increasing the risk of spreading infectious diseases. Since 2010, INTERPOL, through its Environmental Security Programme (ENS), is supporting Member Countries in the fight against environmental crime – included wildlife crime and its facilitation via Internet.
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This document is restricted to law enforcement only.

The full version of the guidelines is available via INTERPOL and CITES through their respective restricted access libraries as well as on the CITES Virtual College (restricted access) and on ENVIRONET.